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Instruction to install the user’s security certificate 

 

Step 1: 

After submitting the application for issuance of the user’s security certificate to the administrator, you 

must verify if the required certificate was issued. 

Step 2: 

To verify if your security certificate has been issued, you need to access the following link: 

https://client.dotbank.md:4443/certsrv/certckpn.asp 

a) When you access the link above, a window will appear (as in the picture below) where you 

will be able to view all the certificates you required. 

 

b) To see what stage your application is, click on the certificate request link. If the application is 

in processing mode and is waiting to be issued by the administrator, a window will appear as 

in the image below: 
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At this stage you can still delete the request if you have entered any wrong data and create a new 

one. If you delete the request, a window will appear (as in the picture below) where the system 

displays a message that the request has been removed from the queue list. 

 

Step 3: 

If the request was received by the administrator and the certificate was issued, when you will access 

the link with the certificate you are interested, a window will appear  with a message informing you 

that your certificate has been issued (as in the picture below). 

 

If certificate is issued, you need to install it. To install, in the same window as the notification 

message, click the “install this certificate” link. You will get a “Potential Scripting Violation” window (as 

shown below) with two options, please click on “Yes” button to install the certificate. 

 

 

If the certificate has been successfully installed, a window will appear (as in the picture below), which 

will notify you that your certificate has been successfully installed. 

 

 


